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        Final Exam Study Guide


 
  Fall 2011
Here is what you should do to review for the final exam
1. Review all of your old homework assignments.  You should make sure you still remember how to do the ones you got right, and figure out how to do the ones you got wrong.

2. Review the midterm exam, making sure you know how to do all of the problems on it.
3. Review chapters 0-4 of the textbook and refresh your memory on the key terms and ideas.

4. Review the handouts posted on the schedule.

5. You will not be asked to convert to/from floating point notation.

6. Be able to answer questions like:
a. What are the three steps in the machine cycle?  Describe what happens during each step.

b. What are the CPU, ALU, and Control Unit?

c. What two special purpose registers are contained in the control unit?  What is the purpose of each?
d. What is DMA, and what are the advantages and disadvantages of it?

e. What is pipelining?  If a program contains 6 instructions, it would take 6*3 = 18 steps to execute it without using pipelining (3 steps for each instruction—fetch, decode, and execute). How many steps would it take if pipelining were utilized?

f. What is the difference between multitasking and multiprocessing?
g. What is booting?  Why do computers need to boot? Is it possible to make a computer that does not have to boot?  Explain.
h. What is a process? interrupt? context switch?
i. What is a semaphore?  When/why is it useful?
j. What is a bottleneck?  Describe at least 2 different places where bottlenecks can be a problem.

k. What is deadlock?  What are the three conditions which must be satisfied in order for deadlock to be possible?  What is starvation and how is it similar/different than deadlock?
l. Define each of the following, and indicate the key differences in each: repeater, hub, bridge, switch, router.

m. What is DNS? (What does it stand for, what does it do, how does it do it?)  

n. What does the ARP protocol do?

o. What are the network identifier and host address, and how are they related to an IP address?
p. What port numbers correspond to HTTP and SMTP?  What is each protocol used for?

q. What do HTML, URL, HTTP, SMTP, and XML stand for? What are they?
r. What are the 4 layers of the TCP/IP protocol?  What is the purpose of each? 

s. What is the difference between an IP address, an Ethernet Address, and a port?  What TCP/IP layer(s) is concerned with each of these?
t. What are the advantages and disadvantages of splitting a message up into separate packets? 

u. Define each of the following, making clear the differences between each: virus, worm, spyware, spam, phishing, snooping, sniffing, spoofing.
v. What is a proxy server? firewall?  How are they different, and what do they have in common?
w. Define packet switching and circuit switching.  What are the advantages and disadvantages of each?
x. What is public-key cryptography? private-key cryptography? Authentication?

y. What is an error-correcting code?  Give several examples of error-correcting codes.

z. What is the purpose a data compression?  Give several examples of data compression techniques.
